
SUPERBLOOM PRIVACY POLICY

Effective Date: August 9, 2023.

1. Introduction.

This Privacy Policy describes how SuperBloom (“SuperBloom,” “we,” “our,” or “us”) collects,
uses, and discloses information about you as well as your choices regarding such information.
For purposes of this Privacy Policy, unless otherwise stated, “information” or “personal
information” means information relating to an identified or identifiable individual, and does not
include aggregate information or information that does not identify you.

This Privacy Policy applies to information we collect where we control the purposes and means
of processing. Specifically, it applies to information we collect through any of our websites,
emails, and other online services that link to this Privacy Policy (the “Service”). It does not
apply to information collected by third parties or information collected in the context of your
employment with us as an accepted member of our Collective. It also does not apply to
information we collect on behalf of our clients.

Please note that your use of the Service is subject to our Terms of Use.

For our contact details, see the Contact Us section below.

2. How We Collect Information.

We collect information about you in a variety of contexts, as described below.

Information You Provide through the Service.

When you use the Service, you may be asked to provide information to us, such as when you
submit an application to be considered for our Collective, sign-up for our newsletters, or contact
support. The categories of information we collect include:

● Contact Identifiers, including your name, email address, and phone number.

● Collective application information. In addition to your Contact Identifiers, as part of
your application to be considered for our Collective, we may collect information you
provide to us regarding your skills and experience, biography, portfolio, social media
handle(s), website(s), answers to short answer questions, the name(s) of individuals who
referred you to apply for our Collective, and the names of individuals you believe would
be a good fit to join our Collective.

● User-generated content, including content within any messages you send to us (such as
feedback or questions) or publicly post on the Service.

https://api.superbloomhouse.com/wp-content/uploads/2023/08/SuperBloom-Terms-of-Service.pdf


Please do not provide any information that we do not request.

Information from Your Browser or Device.

When you use the Service, we and third parties we work with automatically collect information
from your browser or device. The categories of information we automatically collect include:

● Device identifiers, including your device’s IP address.

● Device information, including your device’s operating software and browser (e.g., type,
version, and configuration), internet service provider, and regional and language settings.

● Internet activity, including information about your browsing history and interactions,
such as the features you use, pages you visit, content you view, time of day you browse,
and referring and exiting pages.

● Non-precise location data, such as location derived from an IP address or data that
indicates a city or postal code level.

The above information is automatically collected through cookies and other tracking
technologies incorporated into our Service, as described below:

● Cookies. Cookies are small text files which are placed on your browser when you visit a
website, open or click on an email, or interact with an advertisement. Our Service uses
session cookies (which expire when you close your browser) and persistent cookies
(which expire at a set expiration date or when you manually delete them). We incorporate
both first party cookies (which are cookies served directly by us) and third party cookies
(which are cookies served by third parties we work with). We use cookies for a variety of
purposes, including to help make our website work, personalize your browsing
experience, prevent fraud and assist with security, and perform measurement and
analytics.

● Pixels. Pixels (also known as web beacons) are code embedded within a service. There
are various types of pixels, including image pixels (which are one-pixel transparent
images) and JavaScript pixels (which contain JavaScript code). Pixels are often
associated with cookies and are used for similar purposes. When you access a service that
contains a pixel, the pixel may permit us or a third party to drop or read cookies on your
browser, or collect other information about your browser or device.

For details on your choices around cookies and other tracking technologies, see the Your Privacy
Choices section below.

Information from Other Sources.

We may also collect information from other sources. The categories of sources from which we
may collect such information include:



● Business partners that offer co-branded services, or engage in joint marketing or
promotional activities.

● Third party vendors and related parties we work with in connection with receiving
analytics, advertising, security, and fraud prevention services.

● Social media platforms with which you interact. For example, when you “like,”
“follow”, or otherwise engage with our content on social media (such as through our
brand page or direct message), we may collect information such as your contact
identifiers and any comments you provide. If you publicly reference our Service on social
media (such as by using a hashtag associated with us in a tweet or post), we may use your
reference on or in connection with our Service.

● Data providers, such as licensors of private and public databases.

● Public sources, including where information is in the public domain.

Information We Infer.

We may infer new information from other information we collect to generate information about
your likely preferences or other characteristics.

Sensitive Information.

To the extent any categories of information we collect are sensitive categories of information
under applicable law, we process such information only for the limited purposes permitted by
applicable law.

3. How We Use Information.

We collect and use information in accordance with the practices described in this Privacy Policy.
Our purposes for collecting and using information include:

● Providing services. We use information to provide services to you, including to operate
the Service, and provide support.

● Assess Collective applications.We use information to evaluate your application to our
Collective.

● Personalizing your experience. We use information to personalize your experience and
show you content we believe you will find interesting.

● Communications. We use information to communicate with you about updates, security
alerts, changes to policies, and other messages. We also use information to personalize
and deliver marketing communications to you. Communications may be by email.



● Analytics. We use information to understand trends, usage, and activities, for example
through tracking technologies that we incorporate into the Service (such as Google
Analytics). We also use information for research and development purposes, including to
improve our services and make business and marketing decisions.

● Security and enforcement.We use information to prevent, detect, investigate, and
address fraud, breach of policies or terms, or threats or harm.

● At your direction or with your consent. We use information for additional purposes
where you direct us to use it in a certain way or with notice to you and your consent.

Sometimes we aggregate or de-identify information so it is no longer considered personal
information. We may use non-personal information for any purpose to the extent permitted by
applicable law. For details on your choices around use of your information, see the Your Privacy
Choices section below.

4. How We Disclose Information.

We disclose the information we collect in accordance with the practices described in this Privacy
Policy. The categories of persons to whom we disclose information include:

● Service providers. Many of the third parties we work with are service providers that
collect and process information on our behalf. Service providers perform services for us
such as payment processing, data analytics, marketing and advertising, website hosting,
and technical support. To the extent required by law, we contractually prohibit our service
providers from processing information they collect on our behalf for purposes other than
performing services for us, although we may permit them to use non-personal
information for any purpose to the extent permitted by applicable law.

● Third party vendors and related parties. Some of the third parties we work with to
perform services act as our service providers in some contexts, but in other contexts
independently control the purposes and means of processing your information. For
example, we disclose information to ad networks, technology providers, and other third
parties that help provide targeted advertising, but may also use information for their own
purposes. For these third parties, we encourage you to familiarize yourself with and
consult their policies and terms of use.

● Affiliates.We disclose information to our affiliates and related entities, including where
they act as our service providers subject to this Privacy Policy or use the information in
accordance with their own privacy policies.

● Recipients in a merger or acquisition. We disclose information in connection with, or
during negotiations of, any proposed or actual merger, purchase, sale or any other type of
acquisition or business combination of all or any portion of our assets, or transfer of all or
a portion of our business to another business.



● Recipients for security and enforcement.We disclose information to comply with the
law or other legal process, and where required, in response to lawful requests by public
authorities, including to meet national security or law enforcement requirements. We also
disclose information to protect the rights, property, life, health, security and safety of us,
the Service or anyone else.

● Recipients at your direction or with your consent. We disclose information where you
direct us to or with notice to you and your consent.

Sometimes we aggregate or de-identify information so it is no longer considered personal
information. We may disclose non-personal information for any purpose to the extent permitted
by applicable law. For details on your choices around disclosure of your information, see the
Your Privacy Choices section below.

5. Third Parties.

We may link to or offer parts of our Service through websites and services controlled by third
parties. In addition, we may integrate technologies, including those disclosed in the How We
Collect Information section above, controlled by third parties. Except where third parties act as
our service providers, they, and not us, control the purposes and means of processing any
information they collect from you, and you should contact them directly to address any concerns
you have about their processing. Third party data practices are subject to their own policies and
disclosures, including what information they collect, your choices, and whether they store
information in the U.S. or elsewhere. We encourage you to familiarize yourself with and consult
their privacy policies and terms of use.

6. Processing on behalf of Our Clients.

In connection with providing services to our clients, we collect and process information on their
behalf (“client data”). For example, we may collect and process information in order to maintain
and administer your accounts, respond to your questions, comply with your requests, market and
advertise to you, and otherwise comply with the law. Client data has historically included contact
identifiers, characteristics or demographics, commercial or transactions information, device
identifiers, device information, internet activity, and non-precise location data, among other
information. Our processing of client data is governed by the terms of our service agreements
with our clients, and not this Privacy Policy. We are not responsible for how our clients treat the
information we collect on their behalf, and we recommend you review their privacy policies and
terms. In the event we are permitted to process client data for our own purposes, we will process
the client data in accordance with the practices described in this Privacy Policy.

7. Your Privacy Choices.

We provide a variety of ways for you to exercise choice, as described below.

Communications.



You can opt-out of receiving certain communications from us, as described below. Your opt-out
is limited to the email address used and will not affect subsequent subscriptions.

● Emails. By following the unsubscribe instructions near the bottom of such emails.

Browser and Device Controls.

● Cookies and pixels. You may be able to manage cookies through your browser settings.
When you manage cookies, pixels associated with such cookies may also be impacted.
Please note that cookie management only applies to our website. If you use multiple
browsers, you will need to instruct each browser separately. If you delete or reset your
cookies, you will need to reconfigure your settings. Your ability to limit cookies is
subject to your browser settings and limitations.

● Preference signals. Your browser or extension may allow you to automatically transmit
Do Not Track and other preference signals. Except as required by law, we do not respond
to preference signals.

● Third party opt-out tools. Some third parties we work with offer their own opt-out tools
related to information collected through cookies and pixels. To opt out of your
information being used by Google Analytics, please visit
https://tools.google.com/dlpage/gaoptout. We are not responsible for the effectiveness of
any third party opt-out tools.

8. Children.

The Service is not directed toward children under 13 years old, and we do not knowingly collect
personal information (as that term is defined by the U.S. Children’s Privacy Protection Act, or
“COPPA”) from children. If you are a parent or guardian and believe we have collected personal
information from children, please contact us as set out in the Contact Us section below. We will
delete the personal information in accordance with COPPA.

9. Data Security.

We implement and maintain reasonable administrative, physical, and technical security
safeguards to help protect information about you from loss, theft, misuse and unauthorized
access, disclosure, alteration and destruction. Nevertheless, transmission via the internet is not
completely secure and we cannot guarantee the security of information about you.

10. Retention.

We retain information for the length of time that is reasonably necessary for the purpose for
which it was collected, and as necessary to comply with our legal obligations, resolve disputes,
prevent fraud, and enforce our agreements.

https://allaboutdnt.com/
https://tools.google.com/dlpage/gaoptout
https://allaboutdnt.com/


11. International Transfer.

We are based in the U.S. If you are located outside the U.S., please be aware that your
information may be transferred to and processed in the U.S. or another country where we
operate.

12. Changes to this Privacy Policy.

We reserve the right to revise and reissue this Privacy Policy at any time. Any changes will be
effective immediately upon posting of the revised Privacy Policy. Your continued use of our
Service indicates your consent to the Privacy Policy then posted. If the changes are material, we
may provide additional notice to you, such as through email or prominent notice on the Service.

13. Contact Us.

If you have any questions about or trouble accessing this Privacy Policy, please contact us:

By email: operations@superbloomhouse.com

By mail: 4212 W Jefferson Blvd, Los Angeles, CA 90016


